
 
   
 

DBV Technologies Website Privacy Policy for California 
Consumers 

Why? 

The California Consumer Privacy Act of 2018 (CCPA) gives California residents the right to know what Personal 
Information DBV Technologies collects about them, including whether it is being sold or disclosed to third 
parties. The CCPA also grants certain rights to California residents, including the right to delete their Personal 
Information (subject to certain exceptions) and the right to prevent DBV Technologies from selling their 
Personal Information. Companies are also prohibited from retaliating or discriminating against consumers for 
exercising their rights under the CCPA. 
 
All companies need to collect and share consumers’ Personal Information for everyday business purposes, 
marketing, and maintenance of the safety, security, and integrity of their websites and other assets, among 
other reasons. This Supplemental Notice provides the information required under the CCPA and applies to 
both DBV Technologies’ online and offline activities. For more information about how we collect, use, and 
share information through our websites and online services, please review our Terms of Use, or, if you are a 
U.S. Healthcare Professional, the Talking Peanut Allergy Privacy Policy.  

What? 

The types of Personal Information we collect, disclose, and sell depends on your relationship and interaction 
with DBV Technologies. Please review the chart to learn about the categories of personal information we have 
collected about you in the preceding 12 months, along with the categories of sources from which the personal 
information was collected, the purpose for collecting or selling the personal information, the categories of 
third parties with whom we share the personal information, and if we sell the information, the categories of 
third parties to whom we sell it.  
 
In addition to the purposes for collecting and sharing Personal Information described below, DBV Technologies 
collects and discloses any and all Personal Information (regardless of your relationship or interaction with us) 
as necessary or appropriate to: comply with laws and regulations; monitor, investigate, and enforce 
compliance with and potential breaches of DBV Technologies policies and procedures and legal and regulatory 
requirements; comply with civil, criminal, judicial, or regulatory inquiries, investigations, subpoenas, or 
summons; and exercise or defend the legal rights of DBV Technologies and its employees, affiliates, customers, 
contractors, and agents. 

Personal 
Information 

In this Supplemental Notice, “Personal Information” (or “PI”) means any information that identifies, relates to, 
describes, or is capable of being associated with you or your household, whether directly or indirectly. In the 
charts below, we use the following Categories of Personal Information to describe the Personal Information 
we collect, use, and share about consumers: 

Education Information An individual’s education information, including academic information and 
records. 

Electronic and Sensory Data Audio, electronic, visual, thermal, olfactory, or similar information (e.g., a 
recording of a customer service call or profile photograph). 

Identifiers Identifiers, such as a real name, alias, postal address, zip code, unique 
personal identifier, online identifier, internet protocol (IP) address, email 
address, account name, social security number, driver’s license number, 
passport number, or other similar identifiers. 

https://www.dbv-technologies.com/terms-of-use/
https://www.talkingpeanutallergy.com/privacy-policy


 
   
 

Inferences Inferences drawn from any of the information listed above to create a profile 
about an individual reflecting the individual’s preferences, characteristics, 
psychological trends, preferences, predispositions, behavior, attitudes, 
intelligence, abilities, and aptitudes. (e.g., predications about an individual’s 
preferences or tendencies). 

Medical Information Medical information, including any information in possession of or derived 
from a healthcare provider, healthcare service plan, pharmaceutical 
company, or contractor regarding an individual’s medical history, mental or 
physical condition, or treatment, including information about your family’s 
allergies, such as types of food allergies, severity of allergy, and burden of 
disease. 

Network Activity Data Internet or other electronic network activity information, such as browsing 
history, search history, and information regarding an individual’s interaction 
with an internet website, application, or advertisement. 

Professional Information An individual’s professional or employment-related information. 

Protected Characteristics Characteristics of protected classifications under California or federal law, 
such as race, gender, physical or mental disability, and religion. 

Your Rights 

If you are a California resident, you have the following rights under the CCPA with respect to your Personal 
Information: 

• Right to Notice.  Before or at the time we collect Personal Information from you, you have the right 
to receive notice of the Personal Information to be collected and the purposes for which we use it. 
This Supplemental Notice is intended to satisfy this requirement. 
You also have the right to request that we disclose to you the categories of personal information we 
have collected about you in the preceding 12 months, along with the categories of sources from which 
the personal information was collected, the purpose for collecting or selling the personal information, 
the categories of third parties with whom we shared the personal information, and the categories of 
third parties with whom we sold the personal information. 

• Right of Access.  You have the right to request that we disclose or provide you with access to the 
specific pieces of Personal Information we have collected about you in the preceding 12 months. 

• Right to Deletion.  You have the right to request that we delete the Personal Information we collect 
from you.  However, in certain situations we are not required to delete your Personal Information, 
such as when the information is necessary in order to complete the transaction for which the Personal 
Information was collected, to provide a good or service requested by you, to comply with a legal 
obligation, to engage in research, to secure our websites or other online services, or to otherwise use 
your Personal Information internally in a lawful manner that is compatible with the context in which 
you provided the information. 

• Right to Opt-Out of the Sale of Personal Information.  If DBV Technologies sells your Personal 
Information to third parties, you have the right, at any time, to direct us not to sell your personal 
information. DBV Technologies does not sell personal information according to our understanding of 
the CCPA. The Company will not sell your personal information in the future according to our 
understanding of the CCPA without providing notice to you and giving you the opportunity to opt-out 
at that time. DBV Technologies does not sell the Personal Information of minors under 16 years of 
age without affirmative authorization. 

• Right Not to Be Subject to Discrimination.  You have the right to be free from discrimination or 
retaliation for exercising any of your rights under the CCPA as described above. 



 
   
 

You can exercise your rights by calling 855-DBV-TECH or by emailing DBVcompliance@dbv-technologies.com.  

VERIFICATION: We value the security and confidentiality of your Personal Information. Therefore, if you 
exercise your right to notice, right of access, or right to deletion, we must first verify your identify to make 
sure that you are the person about whom we have collected Personal Information. We verify every request 
carefully.  
 

• Along with your request, we ask that you provide us with a scanned copy of your government-issued 
ID. If you maintain a password-protected account with us, we may verify your identity through our 
existing authentication practices for your account. 

• When all of your household members jointly submit a request, we ask that each of you provide us 
with a scanned copy of a government-issued ID.  

You may also authorize someone else to submit these requests on your behalf. To do so, you may designate 
directly with us another person who may act on your behalf by providing us with a notarized copy of power of 
attorney, or ask the authorized agent to provide us with a copy of your written permission and a scanned copy 
of their own government-issued ID. 

Financial 
Incentives 

You have the right to be free from discrimination or retaliation for exercising any of rights under the CCPA. We 
may, however, charge a different price or rate, or provide a different level or quality of goods or services to 
you, if that difference is reasonably related to the value provided to DBV Technologies by your Personal 
Information. Further, we may offer you financial incentives in return for your Personal Information. 
 

Contact Us Call 855-DBV-TECH or email us at DBVcompliance@dbv-technologies.com dataprivacy@dbv-technologies.com 
to contact us with questions regarding this Supplemental Notice.  

 

 



 
   
 

Website Visitors and U.S. Healthcare Professionals 

Categories of 
PI Collected Sources of PI Purposes for Collecting or Sharing PI Third Parties to Whom 

We Disclose PI  
Third Parties to 

Whom We Sell PI 

Identifiers ‐ directly from 
consumer 

‐ cookies and 
automated 
technologies 

‐ social media  
 

‐ to respond to your inquiries, fulfill 
requests, and otherwise deliver 
customer service 

‐ to obtain your subscription 
preferences and send eNewsletters 
and similar marketing communications 

‐ to register you for events and deliver 
event-related materials 

‐ to conduct surveys and questionnaires 
‐ to perform website analytics and tailor 

advertising and marketing 
‐ to comply with legal obligations, or as 

we believe is necessary or appropriate 
to respond to claims and legal process  

‐ for other purposes as disclosed at the 
time of the collection 

‐ for incentive fulfillment, web hosting, 
or data storage 

‐ internet service 
providers 

‐ data analytics 
providers  

‐ operating systems and 
platforms 

‐ joint marketing 
partners 

‐ research partners 
‐ agents, contractors, 

and service providers 
who perform services 
on our behalf 

‐ government and law 
enforcement entities 
or officials 

‐ partners in business 
transfers   

We Do Not Sell 
This Information 

Medical 
Information 

‐ directly from 
consumer 

‐ cookies and 
automated 
technologies 

‐ social media  
 

‐ to respond to your inquiries, fulfill 
requests, and otherwise deliver 
customer service 

‐ to comply with legal obligations, or as 
we believe is necessary or appropriate 
to respond to claims and legal process  

‐ for other purposes as disclosed at the 
time of the collection 

 

‐ internet service 
providers 

‐ data analytics 
providers  

‐ operating systems and 
platforms 

‐ joint marketing 
partners 

‐ research partners 
‐ agents, contractors, 

and service providers 
who perform services 
on our behalf 

‐ government and law 
enforcement entities 
or officials 

‐ partners in business 
transfers   

We Do Not Sell 
This Information 



 
   
 

Categories of 
PI Collected Sources of PI Purposes for Collecting or Sharing PI Third Parties to Whom 

We Disclose PI  
Third Parties to 

Whom We Sell PI 

Protected 
Characteristics 

‐ directly from 
consumer 

‐ cookies and 
automated 
technologies 

‐ social media  

‐ to respond to your inquiries, fulfill 
requests, and otherwise deliver 
customer service 

‐ to comply with legal obligations, or as 
we believe is necessary or appropriate 
to respond to claims and legal process  

‐ for other purposes as disclosed at the 
time of the collection 

 

‐ internet service 
providers 

‐ data analytics 
providers  

‐ operating systems and 
platforms 

‐ joint marketing 
partners 

‐ research partners 
‐ agents, contractors, 

and service providers 
who perform services 
on our behalf 

‐ government and law 
enforcement entities 
or officials 

‐ partners in business 
transfers   

We Do Not Sell 
This Information 

Network 
Activity Data 

‐ directly from 
consumer 

‐ cookies and 
automated 
technologies 

‐ social media  
 

‐ to respond to your inquiries, fulfill 
requests, and otherwise deliver 
customer service 

‐ to conduct surveys and questionnaires 
‐ to perform website analytics and tailor 

advertising and marketing 
‐ to comply with legal obligations, or as 

we believe is necessary or appropriate 
to respond to claims and legal process  

‐ for other purposes as disclosed at the 
time of the collection 

 

‐ internet service 
providers 

‐ data analytics 
providers  

‐ operating systems and 
platforms 

‐ joint marketing 
partners 

‐ research partners 
‐ agents, contractors, 

and service providers 
who perform services 
on our behalf 

‐ government and law 
enforcement entities 
or officials 

‐ partners in business 
transfers   

We Do Not Sell 
This Information 



 
   
 

Categories of 
PI Collected Sources of PI Purposes for Collecting or Sharing PI Third Parties to Whom 

We Disclose PI  
Third Parties to 

Whom We Sell PI 

Geolocation 
Data 

‐ directly from 
consumer 

‐ cookies and 
automated 
technologies 

‐ social media  
 

‐ to conduct surveys and questionnaires 
‐ to perform website analytics and tailor 

advertising and marketing 
‐ to comply with legal obligations, or as 

we believe is necessary or appropriate 
to respond to claims and legal process  

‐ for other purposes as disclosed at the 
time of the collection 

 

‐ internet service 
providers 

‐ data analytics 
providers  

‐ operating systems and 
platforms 

‐ joint marketing 
partners 

‐ research partners 
‐ agents, contractors, 

and service providers 
who perform services 
on our behalf 

‐ government and law 
enforcement entities 
or officials 

‐ partners in business 
transfers   

We Do Not Sell 
This Information 

Electronic and 
Sensory Data 

‐ directly from 
consumer 

‐ cookies and 
automated 
technologies 

‐ social media  
 

‐ to respond to your inquiries, fulfill 
requests, and otherwise deliver 
customer service 

‐ to conduct surveys and questionnaires 
‐ to perform website analytics and tailor 

advertising and marketing 
‐ to comply with legal obligations, or as 

we believe is necessary or appropriate 
to respond to claims and legal process  

‐ for other purposes as disclosed at the 
time of the collection 

 

‐ internet service 
providers 

‐ data analytics 
providers  

‐ operating systems and 
platforms 

‐ joint marketing 
partners 

‐ research partners 
‐ agents, contractors, 

and service providers 
who perform services 
on our behalf 

‐ government and law 
enforcement entities 
or officials 

‐ partners in business 
transfers   

We Do Not Sell 
This Information 

Professional 
Information 

‐ directly from 
consumer 

‐ cookies and 
automated 
technologies 

‐ social media  
 

‐ to respond to your inquiries, fulfill 
requests, and otherwise deliver 
customer service 

‐ to conduct surveys and questionnaires 
‐ to perform website analytics and tailor 

advertising and marketing 
‐ to comply with legal obligations, or as 

we believe is necessary or appropriate 
to respond to claims and legal process  

‐ for other purposes as disclosed at the 
time of the collection 

‐ internet service 
providers 

‐ data analytics 
providers  

‐ operating systems and 
platforms 

‐ joint marketing 
partners 

‐ research partners 
‐ agents, contractors, 

and service providers 

We Do Not Sell 
This Information 



 
   
 

Categories of 
PI Collected Sources of PI Purposes for Collecting or Sharing PI Third Parties to Whom 

We Disclose PI  
Third Parties to 

Whom We Sell PI 

 who perform services 
on our behalf 

‐ government and law 
enforcement entities 
or officials 

‐ partners in business 
transfers   

Education 
Information 

‐ directly from 
consumer 

‐ cookies and 
automated 
technologies 

‐ social media  
 

‐ to respond to your inquiries, fulfill 
requests, and otherwise deliver 
customer service 

‐ to conduct surveys and questionnaires 
‐ to perform website analytics and tailor 

advertising and marketing 
‐ to comply with legal obligations, or as 

we believe is necessary or appropriate 
to respond to claims and legal process  

‐ for other purposes as disclosed at the 
time of the collection 

 

‐ internet service 
providers 

‐ data analytics 
providers  

‐ operating systems and 
platforms 

‐ joint marketing 
partners 

‐ research partners 
‐ agents, contractors, 

and service providers 
who perform services 
on our behalf 

‐ government and law 
enforcement entities 
or officials 

‐ partners in business 
transfers   

We Do Not Sell 
This Information 

Inferences ‐ directly from 
consumer 

‐ cookies and 
automated 
technologies 

‐ social media  

‐ to respond to your inquiries, fulfill 
requests, and otherwise deliver 
customer service 

‐ to conduct surveys and questionnaires 
‐ to perform website analytics and tailor 

advertising and marketing 
‐ to comply with legal obligations, or as 

we believe is necessary or appropriate 
to respond to claims and legal process  

‐ for other purposes as disclosed at the 
time of the collection 

 

‐ internet service 
providers 

‐ data analytics 
providers  

‐ operating systems and 
platforms 

‐ joint marketing 
partners 

‐ research partners 
‐ agents, contractors, 

and service providers 
who perform services 
on our behalf 

‐ government and law 
enforcement entities 
or officials 

‐ partners in business 
transfers   

We Do Not Sell 
This Information 

 


